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1
Decision/action requested

The group is asked to discuss and approval.
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Rationale

ETSI has published ETSI GS NFV-IFA 049 [1] which specifies the VNF Generic OAM functions framework as part of NFV Release 4. There is a need to study the potential impacts on 3GPP management system for the cloud-native VNF in use cases which make use of the VNF generic OAM functions specified in ETSI.
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Detailed proposal

	1st  Change


5
Use cases, potential requirements, and potential solutions

5.1
Use of VNF generic OAM functions

Editor's Note: This clause describes the use cases, issues, requirements, and solutions related to WT-1.

5.1.x
Use case #x: Software modification management for the cloud-native VNF using generic OAM functions

5.1.x.1
Description

The software modification management is used to implement the software upgrade of cloud-native VNFs using "Upgrade VNF function " which is one of the generic OAM functions proposed in IFA 049 [1] and  can handle software update of a VNF/VNFC instances.

The network operator has requirements to provide new services by upgrading new software version of cloud-native VNFs. When upgrading cloud-native VNFs, the 3GPP management system, e.g. OSS/BSS sends a request to NFV-MANO to change current cloud-native VNF Package in which including the reference to software images (VM or OS container images) and some configuration files as described as part of the "Update NS operation" in clause 7.3.5 of ETSI GS NFV-IFA 013 [3], in order to initiate the operation of upgrade cloud-native VNF instances. 

The Upgrade VNF function performs upgrading the new software of cloud-native VNF instances handling in coordination with NFV‑MANO in order to run with new software version on cloud-native VNF instances. The Upgrade VNF function notifies back to NFV-MANO about the completion of the coordination action, NFV-MANO notifies back to 3GPP management system about the result of the operation. Furthermore, the 3GPP management system can use the VNF configuration manager function to add network configuration if a new network is needed to add. 
In this case, the 3GPP management system can use the Upgrade VNF function to deliver software upgrade requirements of cloud-native VNFs in a unified way. The network operator can provide new services via this upgrade process by the 3GPP system network.

Currently the APIs related to the VNF software modification management have not been published yet as an ETSI NFV solution. ETSI NFV may publish new APIs as a result of normative work, as a result 3GPP specifications may need to be defined or updated to refer to the new APIs.
5.1.x.2
Potential requirements

REQ-CVNF_SM_CON-1  The 3GPP management system shall be able to request software upgrade of cloud-native VNFs to the NFV-MANO.

REQ-CVNF_SM_CON-2  The 3GPP management system shall be able to receive responses from the NFV-MANO about the results of completion of the cloud-native VNF software upgrade. 

5.1.x.3
Potential solutions

5.1.x.4
Evaluation of solutions
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